**Malware Investigation with Memory Forensic and Threat Hunting**

1. Which Plugin of Volatility allows to find Malware in Memory Image
   1. plist
   2. svcscan
   3. **malfind**
   4. connscan
2. The external module that allows writing Python Code for Network Traffic Analysis \_\_\_\_\_\_\_\_\_\_\_\_\_\_.
   1. Numpy
   2. **Scapy**
   3. Pillow
   4. Matplotlib
3. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_is QC Language and allows converting Quantum Circuits created for Cyber Security into Code-level Algorithms.
   1. C++
   2. Kotlin
   3. Solidity
   4. **Qiskit**
4. DeepFake is one of the Integrity Breaches, which AI tools helps in detecting DeepFakes in Memory
   1. IBM Verify
   2. **DeepWare**
   3. KVM
   4. DeepAI
5. Which of flowing create Fake Network in Windows Sandbox?
   1. ANY.RUN
   2. **FakeNet**
   3. Velociraptor
   4. APT Hunter